
 

 

Privacy statement Hyper Solutions API Platform 

1. General 

This is the privacy statement applicable to using the API Platform (“Platform”) as offered by Hyper 

Solutions B.V. (hereinafter also: “we” or “us”).  

We value your privacy and process your personal data (i.e. information relating to an identified or 

identifiable natural person) within the meaning of the General Data Protection Regulation 2016/679 

(“GDPR”) and relevant national legislation. In this privacy statement we will explain which types of 

personal data we collect, for which purposes and how we protect such data to the best of our 

abilities. 

This privacy statement applies to personal data processed through use of the Platform and offered 

API’s thereon, or other electronic communications sent through or in connection with the Platform 

or API. Please note that this privacy statement does not apply to information that you provide to or 

is collected by any third-party provider, such as cloud- and payment service providers. These third-

parties may have their own privacy policies, which we encourage you to read before providing 

personal data through them. 

 

2. Identity and contact 

Hyper Solutions B.V. 

KvK: 85561576 

E: justhyped@protonmail.com 

 

3. Types of personal data and processing purposes  

Our Platform offers various API’s. When you sign up for an account on the Platform to access and 

make use of an API, your personal data will be processed. This will be explained in more detail here 

below. 

Platform and API use 

When you sign up for or make use of our API, we will process the following types of personal data in 

order to provide you with credentials and in order to enable your access to and use of the API: 

• IP-address; 

• third-party account information (e.g., username) via OAuth service providers; 

• email address; 

• credit card details;  

• transaction (payment) details regarding purchases via the API. 

The legal basis for processing these personal data types can be found in (the preparation of) 

providing you with access to the API and allowing you to use the API. Therefore it’s in our legitimate 

business interests to process your personal data to provide you with access to our services.  
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When you access and make use of our API via our ‘Organization’ feature (whereby you would 

regularly have a (subscription) agreement with such organisation), we will also share your email 

address with this organisation. The purpose for sharing the email address is verification to prevent 

fraud, illegal activities or identify potential issues in connection with our Platform. The email 

address may furthermore be used for analytics purposes to understand and potentially improve the 

use of the Platform and API’s.  

We believe it’s in our legitimate business interests to protect our Platform and API’s, and to 

improve the Platform and API’s. 

Newsletter 

When you use our API, we may occasionally keep you informed about our solutions and services 

and/or relevant developments in that regard. 

The processing of personal data in this regard occurs on the legal basis of having a legitimate 

interest to keep you informed of new releases or updates of the API and potential new solutions of 

tools.  

 

4. Minors 

Our Platform and API are not intended for children under the age of 16 years. We do not solicit or 

knowingly collect any personal data from persons under the age of 16 years. If you have reason to 

believe that we have processed personal data from a person under the age of 16 years, please 

contact us and we will delete the personal data.  

 

5. Personal data we share with third parties 

We will never sell your personal data to third parties. In principle, your personal data will not be 

shared with third parties, unless in the following circumstances: 

(i)  where we engage external suppliers/companies for the benefit of our product- or service 

delivery and performance ("(sub-)processors"), for example, cloud providers, payment 

providers or OAuth service providers; 

(ii) where you have an (subscription) agreement with one of our clients, and you access and make 

use of our API via our ‘Organization’ feature, as further described under section 3. Types of 

personal data and processing purposes; 

(iii)  organizations to detect, analyse or prevent fraud, security breaches or other prohibited or 

illegal activities;  

(iv)  (government) authorities or organizations to whom we must disclose certain personal data on 

the basis of a legal obligation. 

To the extent personal data will be transferred to countries or third parties outside the European 

Economic Area (EEA), we will take into account the statutory requirements in relation thereto. 
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6. Protection and retention of personal data 

We have taken adequate technical and organisational measures to protect your personal data 

against loss and the unauthorised access or misuse thereof.  

We retain your personal data no longer than is necessary for the purpose for which we have 

collected the personal data, or in correspondence with an applicable statutory retention term. You 

may at all times request the removal of your personal data. We will respond to such request within 

the statutory timeframe. 

 

7. Your rights 

You have the right to request access to or the amendment, deletion or data transfer of your 

personal data. You may also submit a request to restrict or object to certain data processing. You 

furthermore have the right to withdraw any previously provided consent.  

You may direct any requests or complaints regarding the processing of your personal data to us via 

the contact details as provided in this privacy statement. We will respond to such requests within 

the applicable statutory timeframes. For completeness, we also note that you have the right to 

submit a complaint with the relevant data protection authority (for the Netherlands this is the 

“Autoriteit Persoonsgegevens”). 

 

8. Applicable law  

This privacy statement has been prepared in accordance with the GDPR and Dutch law, in particular 

the Dutch GDPR Execution Act. To the extent legally permitted, any disputes will be settled in 

accordance with Dutch law.  

9. Changes 

We reserve the right to unilaterally amend this privacy statement to ensure compliance with 

applicable law and regulations. It is recommended that you consult this privacy statement on a 

regular basis in order to be aware of any potential changes. If we make material changes to how we 

process your personal data, we will send you a notification thereof. Your continued use of the 

Platform and API after changes to the privacy statement will deemed to be your acceptance of such 

changes. 

 

This privacy statement was last updated in July 2025. 


